## **Parking lot USB exercise**

| **Contents** | Write **2-3 sentences** about the types of information found on this device.   * *Are there files that can contain PII?( Yes)* * *Are there sensitive work files?(Yes)* * *Is it safe to store personal files with work files?(no)*   *There are files that contain personally identifying information, There is also sensitive workfiles on this drive and the this drive is not a safe place to leave access to both of those types of information on one drive.* |
| --- | --- |
| **Attacker mindset** | Write **2-3 sentences** about how this information could be used against Jorge or the hospital.   * *Could the information be used against other employees?* * *Could the information be used against relatives?* * *Could the information provide access to the business?*   *This drive has information pertaining to employee work schedules and payments which exposes employees first and last name and potentially more.*  *This also has pictures of a vacation that he is planning this can offer an attack vector for an actor. Because the attacker can now brute force password an username combninations to try and attain sensitive information* |
| **Risk analysis** | Write **3 or 4 sentences** describing technical, operational, or managerial controls that could mitigate these types of attacks:   * *What types of malicious software could be hidden on these devices? What could have happened if the device were infected and discovered by another employee?* * *What sensitive information could a threat actor find on a device like this?* * *How might that information be used against an individual or an organization?*   *Organizationally we could talk about the risks that not separating personal and work info could cause*  *Attackers can find information related to employees to impersonate them or cause them physical harm.*  *Attackers could find important financial information on devices like this. So educating employees on best practices to keep themselves safe so they dont unintentionally put the company at risk of a breach.* |